**ПАМЯТКА ДЛЯ РОДИТЕЛЕЙ**

**по информационной безопасности несовершеннолетних**

**Уважаемые родители!**

1.Независимо от возраста ребенка используйте программное обеспечение, помогающее фильтровать и контролировать информацию, но не полагайтесь полностью на него. Ваше внимание к ребенку – главный метод защиты. 2.Всегда используйте антивирусы на своих компьютерах, постоянно их обновляйте и делайте антивирусные проверки операционной системы

3.Защитите свою сеть интернет и компьютер паролем. Используйте надежные пароли (уникальные и комбинированные) для всех учетных записей и устройств. Не загружайте файлы с подозрительных сайтов. Объясните детям, что ни при каких обстоятельствах нельзя сообщать пароли даже близкому другу. Если такое произошло, необходимо сменить пароль.

4.Если Ваш ребенок имеет аккаунт на одном из социальных сервисов (LiveJournal, blogs.mail.ru, vkontakte.ru и т.п.), внимательно изучите, какую информацию помещают его участники в своих профилях и блогах, включая фотографии и видео.

5.Проверьте, с какими другими сайтами связан социальный сервис Вашего ребенка. Странички Вашего ребенка могут быть безопасными, но могут и содержать ссылки на нежелательные и опасные сайты (например, порносайт, или сайт, на котором друг упоминает номер сотового телефона Вашего ребенка или Ваш домашний адрес).

6.Обсуждайте меры защиты от киберпреступников с детьми. Необходимо проводить активную социальную политику по пропаганде вежливого общения в Интернете. Необходимо рассказывать о специальных ответных мерах в случае киберпреследования детям. Объясните ребенку, как действовать в случае киберпреследования – не реагировать на сообщения, сохранить все копии. Если сообщения содержат угрозы, их необходимо передать в полицию.

7.Поощряйте Ваших детей сообщать обо всем странном или отталкивающим и не слишком остро реагируйте, когда они это делают (из-за опасения потерять доступ к Интернету дети не говорят родителям о проблемах, а также могут начать использовать Интернет вне дома и школы).

8. Будьте в курсе сетевой жизни Вашего ребенка. Интересуйтесь, кто их друзья в Интернете так же, как интересуетесь реальными друзьями.

9. Узнайте, какие параметры родительского контроля доступны в ваших телефонах, игровых устройствах, планшетах и компьютерах. Используйте родительский контроль.

10. Регулярно рассказывайте детям о правильном использовании современных технологий. Разработайте правила и ограничения, предоставьте открытый доступ к технологиям.

11. Главная причина - отсутствие информационной и компьютерной грамотности у родителей и школьников.